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As a highly connected nation, the United States depends on the open,
interoperable, reliable, and secure global Internet. Through its diplomatic
efforts, international engagement, and coordination on behalf of the U.S.
government, the U.S. Department of State advances U.S. objectives in
cyberspace to ensure that the Internet and other connected technologies
remain valuable and viable tools for future generations.

As directed by Executive Order 13800 (the cybersecurity E.O.), the Department
of State worked with colleagues across the federal government to produce
recommendations for the President on securing America’s cyber interests and
deterring cyber adversaries by engaging international partners on these
critical domestic and foreign policy imperatives.

A year after the 2017 publication of the cybersecurity E.O., the Department
is releasing two products detailing U.S. policy objectives and international
engagement approaches to reduce the risk of conflict stemming from the use of
cyberspace, improve the ability of the United States to deter malicious cyber
actors, uphold the open and interoperable Internet, facilitate the
achievement of U.S. economic prosperity, and advance an international
regulatory environment that supports innovation and respects the global
nature of cyberspace.

These documents and their recommendations emphasize the importance of the
Department’s and the U.S. government’s ongoing work to engage foreign
partners to address a range of threats in cyberspace, thereby improving the
cybersecurity of the nation. They further acknowledge the necessity of
enhancing U.S. government coordination on all fronts to maximize the
effectiveness of international outreach on cyber policy. The Department of
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State is committed to fulfilling its leadership role in this process.

For more information, please visit https://www.state.gov/s/cyberissues/ or
follow the Office of the Coordinator for Cyber Issues @State_Cyber.
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